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OF 301: Volunteer Application 
(Approved by OMB for all agency use)

• Designed to gather pertinent 
information on a potential 
volunteer's background and areas 
of interest and skills.  

• It can be used to screen applicants, 
to develop a file of potential 
volunteers or to refer volunteers to 
other projects or agencies. 

• It is not required for potential 
volunteers to fill out a OF 301

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm 

OF 301 Forms

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm
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https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm


4

OF 301a: Volunteer Agreement 
(Approved by OMB for all agency use)

Volunteers must sign an OF 301a, 
which documents acknowledgement of 
their understanding of the scope of 
volunteer duties, benefits and 
protections afforded to them as 
volunteers. 

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm 

OF 301 Forms

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm
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https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/forms.cfm
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• Official document that legally enrolls an individual in the program and provides federal protection 
in case of injury or tort claim.  

• Must be completed and signed prior to start of work by both the volunteer or organized group 
representative and the accepting official for all volunteers, even for work projects of only a few 
hours duration. 

• A complete, detailed description of the duties, conditions, and responsibilities and JHA/PHA or 
AHA must also be attached.  This is important in case questions arise on whether the volunteer 
was acting within the scope of his/her assigned responsibilities.  Examples on the Gateway.

• Can be modified at any time by mutual consent, but it must accurately reflect the duties of the 
volunteers at all times.  

• Acceptance/termination line at the bottom of the form provides the accepting official with a 
means of officially terminating an agreement, if appropriate, and it provides a legal record of 
when an agreement was terminated in case of a lawsuit or injury claim. 

OF 301a
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• Remains in effect until terminated but should be reviewed periodically and amended or rewritten 
for accuracy as projects, requirements, reimbursements, and other elements of a volunteer’s 
service may change.  

• A copy of the agreement, along with any revisions or amendments, should be given to the 
volunteer for their records.  

• The original and amendments should be retained by the accepting official for a three-year period 
following termination in a secured file cabinet or electronically secured folder.  These files for 
inactive volunteers are retained to protect against possible lawsuits or injury claims.  After the 
three-year period, the former volunteer’s agreement must be destroyed/shredded. 

• Volunteers who are members of a nonprofit organization serving under a Cooperating 
Association Agreement that requires the association to provide liability coverage for their 
volunteers do not need to sign an OF 301a. 

OF 301a
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OF 301b: Volunteer 
Group Agreement (for 
adult groups)

If the volunteers are part 
of a group, the group 
leader should sign the 
OF 301a and individual 
volunteers over the age 
of 18 should complete 
the OF 301b.  

Individual volunteers 
under the age of 18 
must have their parent 
or legal guardian 
complete the OF 301a.

OF 301 
Forms
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• Safety is a top priority in the volunteer program. The same safety training and briefings provided 
to Corps personnel will also be provided to volunteers.  This should include water safety training.

• Job Hazard Analysis (JHA) or Position Hazard Analysis (PHA) must be completed and signed by 
the Corps volunteer coordinator/supervisor and the volunteer and saved with the OF 301a form.

• Activity Hazard Analysis (AHA) may also be completed for specific one-time tasks/events, or to 
supplement the JHA

• Examples can be found on the Gateway, but each should be reviewed and revised as necessary 
to cover what is needed for each specific job, location, and task such as:
 Backhoe Operation
 Boat Operation
 Chainsaw Use / Removing Dangerous Trees
 Cleaning
 Electrical Work (General)
 Ladder Usage
 Lifting - Tools, Equipment, Materials, Various Objects
 Loading / Unloading Equipment On/Off Trailer

Job/Position or Activity Hazard Analysis

 Painting
 Park Host
 Riding Mower Operation
 Shoreline Cleanup
 Shop Tools / Machinery - Operation
 Towing a Boat Trailer
 Trail Work
 Vehicle Operation
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Job Hazard Analyses/Activity Hazard Analyses

https://corpslakes.erdc.dren.mil/employees/volunteer/aha.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/aha.cfm
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Volunteer Background 
Investigations Procedures

Volunteer coordinators will practice due diligence in 
screening volunteer candidates to assure the safety 
and security of USACE employees, contractors, and 
the public.

• Memo from HQUSACE Chief Security Branch sent 
09 March 2020 to clarify background investigation 
guidance and procedures established in the Aug 12 
2016 Implementation Guidance for Section 1047(d) 
Services of Volunteers, of WRRDA 2014

https://corpslakes.erdc.dren.mil/employees/volunteer/check.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/check.cfm
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Updates from WRRDA 2014 Guidance
• Added clarification on timeframe for consideration if potential volunteer has committed a crime 

in the restricted list (violent crime, sexual crime, arson, crime with a weapon, sale or intent to 
distribute illegal drugs, or are an organized crime figure) => People who have been convicted of 
any of these will not be utilized as volunteers, regardless of when the crime took place.

• Added clarification on potential volunteers with criminal convictions that do not fall in one of the 
above categories => May be considered for service at the discretion of the District Volunteer 
Coordinator and the District Security Office by joint decision.

• Added clarification for volunteers with military CAC, transferring from another Department or 
agency who possess a VOLAC or Personal Identity Verification (PIV) Credential, or have 
undergone the required Tier 1 (NACI) or higher background investigation at their current or 
former agency  => Do not need a new background investigation unless there has been a        
2-year break in service.
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Updates from WRRDA 2014 Guidance
• Background investigations for volunteer positions that involve regular contact with children 

under 18 years of age without a parent or guardian present, or where the volunteer does not 
work under constant line of sight supervision (LOSS) by USACE personnel who have been 
screened in accordance with Army Directive 2014-23, require re-verification every 3 years. 

• All other background investigations will be effective indefinitely (no expiration date), unless 
there is a 2-year break in service or if the command learns of any adverse information about the 
individual that was not previously adjudicated in a background investigation.  

• Specified procedures for three levels of volunteers and developed a Decision Matrix to assist in 
determining what level of background investigation is necessary 

• Changed wording for Tier 1 Investigation requirement from ‘volunteering more than180 days in a 
year’ to ‘6 months consecutively, regardless of number of hours served each day’ 

• Changed wording about wearing the volunteer uniform to focus more on unescorted access into 
government facilities and buildings.
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Volunteer 
Background 
Investigation 

Procedures and 
Requirements 

Decision Matrix
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Fingerprinting
• Level 2 and 3 volunteers require background investigation processing through District Security 

Office.  Locations that have previously used outside contractors/vendors to run background 
investigations will need to coordinate with their Security Office.

• Fingerprinting may be conducted at military bases, District or Division Offices, Project offices, 
military recruiting centers, universities, other Federal agencies, or law enforcement offices.
 HQ Security Office may have funding to provide to locations that need to purchase fingerprinting 

machines (~$3k each) and can provide training.  Any USACE employee can take volunteer fingerprints 
and submit them through the web-based system to their District Security Office. 

 A Special Agreement Check (SAC)/FBI fingerprint check is the terminology used for the standard 
fingerprinting process.

 Digital fingerprints are the preferred collection method.  In locations where digital collection is not 
available, fingerprints may be obtained on the SF 87 or FD 285 fingerprint card and submitted to the 
District Security Office for transmission to the Personal Security Investigation Center of Excellence- 
(PSI-CoE).  All fingerprint cards require a valid Security Officer identifier (SOI), Submitting Office 
Number (SON), and an Agency Location Code (SLC) to be processed in PSI-CoE.                      
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Acceptable Fingerprint Cards
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Fingerprinting Locations

• Consolidated national list on NRM Gateway

• Searchable list of DOJ/FBI-Certified private, 
state, local providers of electronic fingerprint 
services: https://www.certifixlivescan.com/
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Volunteer Program Forms

Standard Form 85: 
Questionnaire for 
Non-Sensitive 
Positions (for Tier 1 
investigations)
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Volunteer Program Forms

OPM 306: Declaration 
for Federal 
Employment (for Tier 
1 investigations)
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Tier I Procedures: E-QUIP Steps for Volunteers
• 1st e-mail:  Investigation request acknowledgement, ticket number and checklist 

• 2nd e-mail: Applicant action requirement and investigation application instructions

• 3rd e-mail: Informational, security clearance processing and acceptance of application.

• The e-QUIP e-mails provide the volunteer with detailed instructions on how to complete an 
electronic security questionnaire.  Once the volunteer has submitted the questionnaire, he/she will 
receive an email from e-QUIP indicating that the questionnaire has been accepted or that the 
volunteer needs to make the identified corrections, re-answer a series of questions, and resubmit 
a new questionnaire.  

• Remind volunteers to take the time to ensure the electronic questionnaire is completed in 
accordance with provided instructions. The need to resubmit a questionnaire due to errors or 
incompleteness will significantly delay this step in the process.  

• Volunteer Coordinator will be notified if the volunteer has passed or failed.
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Computer Access For Volunteers

• Volunteers requiring government computer access connected to                                                   
Department of Defense (DOD) networks must be issued                                                                 
a Volunteer Logical Access Credential (VOLAC) card.

• There is no cost for the VOLAC card, but there may be a cost associated with obtaining the 
required fingerprints during the background check process.

• Volunteers who only use stand alone government computers that are not 
connected to a DoD network do not require a VOLAC
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VOLAC Procedures

District offices may establish a Trusted Associate Sponsorship System (TASS) VOLAC program 
by completing the following steps:

 Submit a request to one of the 10 Trusted Agent Security Managers (TASMs) to 
appoint/register Trusted Agents (TA) as needed within the District.  The TAs will need to 
complete three online training courses to become certified (Approx. 4 hours) and pass 
annual TASS Certification Training.  

OR

 Contact any existing TA to request a VOLAC card for a volunteer.  (TAs can sponsor 
VOLAC applications for any area. There is no requirement or need for TAs who 
sponsor VOLAC applications to personally know or be geographically located with the 
personnel they sponsor.)
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VOLAC Procedures
The following procedures must be followed to issue VOLAC cards to eligible volunteers:
 Volunteer must receive a favorable Tier 1 background investigation. Volunteer background 

investigations are valid for a lifetime as long as there is not a 2-year break in service. 
 The project volunteer coordinator (sponsor) will submit a request with a DD From 1172 to a 

Trusted Agent (TA) to set up an account for the volunteer in TASS for a VOLAC card.   
 The TA will review the request and create a volunteer record in TASS.  The volunteer 

coordinator/volunteer will receive an email with a link, login and password for the volunteer.
 Volunteer must login to their account in TASS within 7 days.
 The volunteer coordinator/volunteer will complete the application questionnaire and return it to 

the TA for verification and approval in TASS within 30 days.
 The volunteer will be notified to report to the servicing DEERS/RAPIDS ID Card issuance 

facility within 90 days for VOLAC issuance.
 VOLAC cards expire after 5 years but may be renewed.  The TA must verify the VOLAC every 

180 days in TASS. 
 VOLAC card must be returned to a RAPIDS ID Card issuance facility for disposition,                     

and access revoked in the TASS system when the volunteer completes their service.
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DD 1172-2: 
Application for 
Identification Card/ 
DEERS Enrollment 
(for VOLAC cards)
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VOLAC Procedures: Setting Up UPASS Account
• UPASS – New Account Request - The volunteer coordinator needs to go the District website and 

put in an ACE-IT Service Request Ticket for a New UPASS user account.  This process will take 
approximately 4-5 days to complete.

Go to Enterprise Service Desk - ACE-IT Service Request link.  You can also contact the ESD with 
questions at 866-562-2348.

 Select “Access Something?” under the Service Wizard tab/ 
 Select “New Network Accounts”
 For additional information, review each of the tabs under Service Details.
Click the green “Order Service” button.
 Fill in the required fields – call ACE-IT for assistance.
Request will then be emailed to the Supervisor and Designated Approver for approval.  Only one of them 

needs to sign, but they need to sign within 30 days.
 Important:  Let your supervisor know that the request to authorize will be coming so they can get that 

processed right away, or you will not be able to complete the process.
Once the request is signed by the supervisor, it goes to the Security Officer and IASO prior to account 

creation and configuration.
Upon approvals, an email will be sent to you, the requestor, with a login and password.
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VOLAC Procedures: Setting Up UPASS Account
• U-PASS ACCESS, TRAINING and PASSWORD – You, or someone with an active UPASS 

account and CAC card must log into the Network, go to UPASS and use the UPASS login and 
password sent in the approval email to access the new account.

Once logged onto UPASS with the new user account, the volunteer will then be able to finish the training 
(2 modules that take about 2-3 hours).

Have the volunteer print out or email any training related certificates.

Once complete, volunteer can set up their account.

Once volunteer has set up their own card, they may then log in under their own username and password.
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Volunteer Use of Government Property

Example from NWW:
• Any Government property 

loaned to volunteers for use 
during their assigned work plan 
must be accounted for by using 
a Property Control Receipt, form 
NWW 735-1, signed by the 
volunteer and the supervisor. 

• Upon return of property, note any 
damage and indicate the date 
the property was returned on the 
receipt. Provide a copy of the 
loan receipt to the volunteer and 
give the original to the Volunteer 
Coordinator for the volunteer’s 
personnel file.  
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Volunteer 
Fee 

Collection
(Example from NWW)
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Volunteer Safety

• Personal safety equipment will be provided by the 
government, in accordance with EM 385-1-1, or 
purchased by the volunteer and considered 
reimbursable incidental expenses of the volunteer, if 
authorized in advance by the volunteer coordinator.  

• Volunteers performing duties for which federal 
employees would be provided immunizations, may 
be provided the same immunizations paid for or 
reimbursed by the government.  

• Volunteers will not be used in work assignments in 
which USACE personnel would receive hazardous 
duty pay.

• Volunteers should be encouraged to join staff for the project’s monthly safety meetings and be 
trained in how to properly use water safety rescue equipment and techniques.
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Volunteer Safety

• Injuries to volunteers will be reported in the same manner as those involving USACE personnel. 
Injured volunteer needs to complete online ECOMP claim https://www.ecomp.dol.gov  

• Volunteers are entitled to first aid and medical treatment for on-the-job injuries, as well as hospital 
care when necessary.  When travel for receiving medical care is necessary, transportation may 
be furnished, or the volunteer’s travel expenses reimbursed.  

• If death results from an on-the-job injury, burial and funeral                                                                 
expenses may be paid.  However, burial and funeral                                                                           
payments (to include the amounts of such payments), as                                                                       
well as other possible compensations are regulated by the                                                                    
Office of Worker Compensation Programs.  

• Volunteers do not receive compensation for lost wages. 

https://www.ecomp.dol.gov/
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Volunteer Recommended Item Checklist
• List of common items volunteers might want to bring, and 

items provided by USACE.

• Available on the Volunteer app and the Gateway.

https://corpslakes.erdc.dren.mil/employees/volunteer/plans.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/plans.cfm


34Resources: NRM Gateway Volunteer Page
https://corpslakes.erdc.dren.mil/employees/volunteer/volunteer.cfm 

https://corpslakes.erdc.dren.mil/employees/volunteer/volunteer.cfm
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Upcoming Volunteer Webinars / Important Dates

• Feb 8, 11:00 – 12:00 Pacific/ 2:00 – 3:00 Eastern: Volunteer orientation, training, supervision.  
Incidental expenses and reimbursements

• Feb 12, 9:00 – 10:00 Pacific/12:00 – 1:00 Eastern: Volunteer evaluations and awards.  Entering 
volunteer data in CWBI

• Apr 21 – 27: National Volunteer Week

**This webinar has been recorded and will be posted along with the slides on the NRM Gateway 
Partnerships and Volunteer training pages:
https://corpslakes.erdc.dren.mil/employees/training.cfm?Id=partner&View=yes 
https://corpslakes.erdc.dren.mil/employees/training.cfm?Id=volunteer&View=Yes 

https://corpslakes.erdc.dren.mil/employees/training.cfm?Id=partner&View=yes
https://corpslakes.erdc.dren.mil/employees/training.cfm?Id=volunteer&View=Yes
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